
Is your organisation prepared for a cyber attack? We’ve created a simple evaluation to assess the 
strengths and weaknesses in your cyber security and understand where you might be most 
vulnerable to attack. We asked 600 businesses worldwide about their experiences of cyber attacks, 
the power of their cyber defences and the consequences of not adequately shoring these up. 
Here’s what we found out: 

85% 
of organisations believe they have the right security
controls in place to protect them from a cyber attack.

95% in Australia 75% in Malaysia 

86% in the US79% in the UK

of businesses have suffered a 
cyber attack within the last 6 months.

Assess your vulnerability to cyber attack. 
Take the test. BAEsystems.com/takethetest

40%

The average cost of a cyber
attack is highest in the US. 

1/4 US businesses admitted it cost them

£500,000 - £1 million

1/20 businesses in the UK admitted a cyber

attack had cost them more than £1 million

1/10 businesses in Australia
admitted a cyber attack had

cost them more than

£1 million

The average cost of a
cyber attack in Singapore is

£386,642

The average cost of a cyber
attack is lowest in Malaysia,

costing businesses

£320,667
on average

36%

of organisations believe they could 
continue business 48 hours after an attack. 

However, only 10% in the UK believe they could 
continue business 48 hours after an attack.

25% 
of organisations tested their cyber attack response in 
the last month. On average, organisations last tested 
their cyber attack response 5 months ago.

OnlyOnly

29%

of businesses admit that cyber attacks
cost their organisations up to £1 million

Take the test

http://www.baesystems.com/en/cybersecurity/cyber-attacks-are-you-at-risk
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