The intelligence disconnect

The 2017 Cyber Defence Monitor: A global perspective

The study shows a surprising disparity between the views of C-suite respondents and those of IT Decision Makers.

Each group's understanding of cyber threats, and the way they translate into business and technological risks, is very different.

WHO’S RESPONSIBLE IN THE EVENT OF AN ATTACK?

35% of C-SUITE say the IT team is responsible

50% of ITDMs think senior management are responsible

55% of board members think that spending on cyber security will increase, and 82% of ITDMs believe it is part of a comprehensive strategy.

Only half the board members feel spending is part of a strategy and 41% of ITDMs believe spending in cyber security to be more ad-hoc.

$19.2 million
The cost of a successful attack, according to ITDMs.

$11.6 million
The cost of a successful cyber attack, according to C-Suite respondents.

75% of C-Suite believe the number of cyber attacks will increase

78%

84% of Board members and 81% of IT teams are confident that they have the right protection in place to defend against a cyber attack